Secure Processing Center
25 Route 111, P.O. Box 1048
Smithtown, NY 11787

Postal Endorsement Line
<<Full Name>>
<<Address 1>>
<<Address 2>>
<<Address 3>>
<<City>>, <<State>> <<Zip>>
<<Country>>
***Postal IMB Barcode
<<Date>>

NOTICE OF DATA <<Variable Data 2>>
Dear <<Full Name>>:

Peterson Holding Company (“Peterson Holding”) and its subsidiaries, writes to inform you of an incident that may
affect some of your information. Peterson Holding takes this incident very seriously and the security of information in
our care is among our highest priorities. This letter provides you with details about the incident, our response, and
resources available to you to help protect your information from possible misuse, should you feel it is appropriate to do
s0.

What Happened? Between June 27 and 28, 2023, Peterson Holding detected irregular activity within our network. We
immediately launched an investigation into the nature and scope of the activity, and took steps to contain the incident,
including scanning and isolating relevant servers and changing accounts passwords. The investigation determined that
between June 27, 2023, and June 28, 2023, an unauthorized actor gained access to certain computer systems and
potentially accessed or acquired files stored on those systems.

Following this determination, Peterson Holding undertook a thorough review of the impacted files to determine whether
they contained any sensitive information and to whom the information related. The review process concluded on May
8, 2024. Peterson Holding is notifying you out of an abundance of caution because some of your information was
potentially accessed or acquired by an unknown, unauthorized person.

What Information Was Involved? The investigation determined the following types of personal information were
potentially accessed or acquired without authorization: your name, and <<Breached Elements>>. Peterson Holding is
not aware of any actual or attempted misuse of your information in connection with this incident.

What We Are Doing. Information security is among Peterson Holding’s highest priorities, and we follow strict security
measures to protect information in our care. Upon learning of the incident, we moved quickly to investigate the incident
and assess the security of our network. As part of our ongoing commitment to information security, we are currently
reviewing our policies and procedures, as well as assessing new cybersecurity tools, to prevent similar incidents going
forward. We reported the incident to law enforcement and are cooperating with their investigation. We are also notifying
relevant regulatory authorities, as required.



As an added precaution, we are offering you access to credit monitoring services at no charge. These services provide
you with <<CM Duration>> months of Credit Watch™ Gold, and will be provided by Equifax. You must enroll in
these services as Peterson Holding cannot do so on your behalf. Enrollment instructions can be found in the enclosed
Steps You Can Take to Help Protect Your Information below.

What You Can Do. We encourage you to remain vigilant against incidents of identity theft and fraud by reviewing
your account statements and monitoring your free credit reports for suspicious activity and to detect errors. Please
review the enclosed Steps You Can Take to Help Protect Your Information, which includes further information on what
you can do to protect your information against misuse, should you feel it appropriate to do so.

For More Information. We understand that you may have questions about this incident that are not addressed in this
letter. If you have additional questions, please contact our dedicated assistance line at 833-215-2901, available Monday
through Friday 6 AM to 6 PM Pacific Time. You may also write to Peterson Holding at 955 Marina Boulevard, San
Leandro, CA 94577.

We sincerely regret any inconvenience this incident may cause you.

Sincerely,

Peterson Holding Company



STEPS YOU CAN TAKE TO HELP PROTECT YOUR INFORMATION

Enroll in Monitoring Services

Equifax Credit Watch— Gold

*Note: You must be over age 18 with a credit file to take advantage of the product

Key Features

e Credit monitoring with email notifications of key changes to your Equifax credit report

e Daily access to your Equifax credit report

e WebScan notifications' when your personal information, such as Social Security Number, credit/debit card or bank
account numbers are found on fraudulent Internet trading sites

e Automatic fraud alerts®, which encourages potential lenders to take extra steps to verify your identity before
extending credit, plus blocked inquiry alerts and Equifax credit report lock®

e Identity Restoration to help restore your identity should you become a victim of identity theft, and a dedicated
Identity Restoration Specialist to work on your behalf

e Up tg) $1,000,000 of identity theft insurance coverage for certain out of pocket expenses resulting from identity
theft

Enrollment Instructions

Go to www.equifax.com/activate
Enter your unique Activation Code of <ACTIVATION CODE> then click “Submit” and follow these 4 steps:

1. Register:
Complete the form with your contact information and click “Continue”.

If you already have a myEquifax account, click the ‘Sign in here’ link under the “Let’s get started” header.
Once you have successfully signed in, you will skip to the Checkout Page in Step 4
2. Create Account:
Enter your email address, create a password, and accept the terms of use.
3. Verify Identity:
To enroll in your product, we will ask you to complete our identity verification process.
4. Checkout:
Upon successful verification of your identity, you will see the Checkout Page.
Click ‘Sign Me Up’ to finish enrolling.
5. You’re done!
The confirmation page shows your completed enrollment. Click “View My Product” to access the product
features.

Y WebScan searches for your Social Security Number, up to 5 passport numbers, up to 6 bank account numbers, up to 6 credit/debit card numbers, up to 6 email addresses,
and up to 10 medical ID numbers. WebScan searches thousands of Internet sites where consumers’ personal information is suspected of being bo









