
IN THE UNITED STATES DISTRICT COURT 
FOR THE NORTHERN DISTRICT OF GEORGIA 

ATLANTA DIVISION 
 

 
JOHN EASTMAN and PAUL 
WASZKELEWICZ, individually and on 
behalf of other similarly situated persons, 
 
  Plaintiffs, 
 
v. 
 
EQUIFAX INC., 
 
  Defendant 
 

 
 
 
 
 

CIVIL ACTION FILE 
NO._______________ 

 
CLASS ACTION COMPLAINT 

 
I. INTRODUCTION 

1. This is a consumer data privacy class action seeking money damages 

and injunctive relief on behalf of Plaintiffs John Eastman and Paul Waszkelewicz 

and other similarly situated consumers (the “Class Members”) domiciled in the 

United States whose personal information was compromised in a massive breach 

of the data systems used and controlled by Defendant Equifax Inc. (“Equifax” or 

the “Defendant”) between May 1, 2017 and July 29, 2017, inclusive (the proposed 

“Class Period”) (the “Data Breach”). 
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2. Plaintiffs bring the following federal claims and Georgia state law and 

equitable claims on behalf of all Class Members (the “National Class”): 

a. Willful violation of the Fair Credit Reporting Act, 15 U.S.C. § 1681 et 

seq.; 

b. Negligent violation of the Fair Credit Reporting Act, 15 U.S.C. § 

1681 et seq.; 

c. Negligence under Georgia law; and 

d. Unjust Enrichment under Georgia law. 

3. Plaintiff John Eastman brings the following New York state law and 

equitable claims on behalf of Class Members domiciled in the State of New York 

during the Class Period (the “New York Subclass”): 

a. Violation of New York’s Consumer Protection Statute (NY GBL § 

349); 

b. Negligence under New York law; and 

c. Unjust Enrichment under New York law. 

4. Plaintiff Paul Waszkelewicz brings the following Connecticut state 

law and equitable claims on behalf of Class Members domiciled in the State of 

Connecticut during the Class Period (the “Connecticut Subclass”): 

a. Negligence under Connecticut law; and 
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b. Unjust Enrichment under Connecticut law. 

5. Plaintiffs also bring a claim for Declaratory Relief on behalf the 

National Class, the New York Subclass, and the Connecticut Subclass. 

II. JURISDICTION AND VENUE 

6. This Court has subject matter jurisdiction pursuant to 28 USC § 1331 

because this action arises in part under a federal statute. 

7. This Court also has subject matter jurisdiction pursuant to the Class 

Action Fairness Act (“CAFA”), 28 U.S.C. § 1332(d), because this is a class action 

in which the amount in controversy exceeds $5,000,000, and at least one member 

of the class is a citizen of a state other than Georgia. 

8. This Court has supplemental jurisdiction over the state law claims 

under 28 USC § 1367(a) because they are so related to the federal claims that they 

form part of the same case or controversy. 

9. This Court has personal jurisdiction over the Defendant because 

Defendant is headquartered in Georgia, Defendant is incorporated under the laws 

of Georgia, and the violations occurred in part in Georgia. 

10. Venue is appropriate in this District pursuant to 28 USC § 1391(b)(1) 

because Defendant is headquartered in this District. 
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III. PARTIES 

11. Plaintiff John Eastman (“Eastman”) is an adult domiciled in Dutchess 

County, State of New York.  On the Equifax website, Mr. Eastman followed the 

instructions and Equifax informed him that he may be affected by the Data Breach.  

12. Plaintiff Paul Waszkelewicz (“Waszkelewicz”) is an adult domiciled 

in Hartford County, State of Connecticut.  On the Equifax website, Mr. 

Waszkelewicz followed the instructions and Equifax informed him that he may be 

affected by the Data Breach. 

13. Defendant Equifax Inc. (“Defendant” or “Equifax”) is one of the “big 

three” credit reporting bureaus, maintaining a database of the credit and personal 

information of more than half all adults in the United States.  Equifax is 

headquartered in Atlanta, Georgia and organized under the laws of Georgia. 

IV. FACTUAL ALLEGATIONS 

14. Equifax is one of the three major credit reporting agencies in the United 

States.  It is engaged in a number of credit-related services for both individuals and 

businesses, and sells products including Consumer Reports, which provides “access 

to current personally identifiable information for over 210 million consumers.”   

15. As of December 31, 2016, Equifax employed 9,500 employees in 24 

countries and generated annual revenues of more than $3.1 billion. 
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16. To generate this revenue, Equifax gathers Personally Identifiable 

Information (“PII”) on tens of millions of Americans and utilizes it to enable 

businesses “to make credit and service decisions, manage their portfolio risk, 

automate or outsource certain human resources, employment tax and payroll-related 

business processes, and develop marketing strategies concerning consumers and 

commercial enterprises.” 

17. The PII Equifax gathers includes “credit, income, employment, asset, 

liquidity, net worth and spending activity, and business data, including credit and 

business demographics, that we obtain from a variety of sources, such as credit 

granting institutions, public record information, income and tax information 

primarily from large to mid-sized companies in the U.S., and survey-based 

marketing information.” 

18. On its website, Equifax states that it is subject to the Fair Credit 

Reporting Act (“FCRA”).  The website further states that FCRA, “among other 

things, restricts who has access to your sensitive credit information and how that 

information can be used.”1  Despite the Company’s understanding of FCRA and its 

mandate to protect the PII that it collects, stores, and maintains, Equifax failed to 

                                                           
1 http://www.equifax.com/privacy/fcra, last visited on September 12, 2017. 
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take reasonable and adequate steps to maintain the security of the PII in its custody 

and control.  

19. On September 7, 2017, Equifax published a press release, disclosing a 

massive data breach in which the PII of approximately 143 million Americans was 

accessed by unknown hackers.  The PII included names, Social Security numbers, 

birth dates, addresses, driver’s license numbers, credit card numbers, and other PII. 

20. As of the filing of this Complaint, Plaintiffs and Class members 

affected still have not been personally notified by Equifax of the extent to which 

they may be affected.  Nowhere in Equifax’s press release or other public disclosures 

regarding the Data Breach has Equifax stated that the information obtained was 

encrypted. 

21. According to Equifax, the hackers had access to the PII from at least 

May 2017 until July 29, 2017, when the intrusion was discovered.  A preliminary 

investigation of the breach found that the hack was due to Equifax’s own system—

specifically, a vulnerability in an application in its U.S. website. 

22. The Equifax press release was published more than a month after the 

Company first learned of the Data Breach.  Equifax has failed to explain why it 

waited almost six weeks before warning people potentially impacted by the breach 

that their PII had been stolen.   
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23. While failing to alert the public of the catastrophic and unprecedented 

Data Breach, several executives at the Company—including CFO John Gamble—

began liquidating their Equifax stock, selling approximately $1.8 million in stock 

just days after the Company learned of the Data Breach and prior to the Company’s 

stock inevitable drop from the announcement of the Data Breach. 

24. Equifax has a unique and specialized awareness of the risks of data 

breaches, cautioning consumers that “[i]dentity theft is committed when someone 

steals your personal information – such as your name, Social Security number, and 

date of birth – typically to hijack your credit and use it to open up new credit 

accounts, take out loans in your name, or access your bank or retirement accounts. 

An identity thief can even use your personal information to steal your tax refunds, 

seek medical services, or commit crimes in your name.”2 

25. As part of its business, Equifax touts itself as an industry leader in data 

breach security.  Equifax offers services directly targeted to assisting consumers who 

have encountered a data breach, stating, for example:  “If you’ve recently been 

notified that your information was involved in a data breach, you likely have a lot of 

questions. We’re here to help answer those questions and help you understand the 

                                                           
2 https://www.equifax.com/personal/education/identity-theft/what-is-identity-theft, 
last visited on September 12, 2017. 
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steps you may take to help better protect your identity in the future.”3  The website 

continues, “it is wise to consider taking advantage of the credit monitoring product, 

if it is offered[,]” and advertises its own “Equifax ID Patrol” and “Equifax Complete 

Family Plan” products to data breach victims, assuaging them that “a surprise-free 

future starts here.” 

26. During the first six months of 2017 alone, Equifax earned more than 

$205 million in revenue from its “Global Consumer Solutions” segment, which 

includes revenues generated from “credit information, credit monitoring and identity 

theft protection products sold directly and indirectly to consumers via the internet 

and in various hard-copy formats. . . .” 

27. Despite its unique knowledge of the risks of a data breach as well as the 

critical nature of the PII that it collects, stores, and maintains, Equifax failed to take 

adequate and reasonably necessary steps to protect the vast amounts of PII in its 

possession. 

28. The Gramm-Leach-Bliley Act (“GLBA”) imposes upon “financial 

institutions,” including credit reporting agency Equifax, “an affirmative and 

continuing obligation to respect the privacy of its customers and to protect the 

                                                           
3  https://www.equifax.com/personal/identity-theft-protection, last visited on 
September 12, 2017. 
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security and confidentiality of those customers’ nonpublic personal information.”  

15 U.S.C. §6801.  Financial institutions must meet certain standards relating to 

administrative, technical, and physical safeguards: 

(1) to insure the security and confidentiality of customer records and 
information; 
 
(2) to protect against any anticipated threats or hazards to the security 
or integrity of such records; and 
 
(3) to protect against unauthorized access to or use of such records or 
information which could result in substantial harm or inconvenience to 
any customer. 

15 U.S.C. §6801(b). 

29. To satisfy the GLBA, financial institutions must “develop, implement, 

and maintain a comprehensive information security program that is [1] written in 

one or more readily accessible parts and [2] contains administrative, technical, and 

physical safeguards that are appropriate to [their] size and complexity, the nature 

and scope of [their] activities, and the sensitivity of any customer information at 

issue.”  See 16 C.F.R. §314.3. 

30. Under the Interagency Guidelines Establishing Information Security 

Standards, 12 CFR Appendix D-2 to Part 208, financial institutions must “develop 

and implement a risk-based response program to address incidents of unauthorized 
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access to customer information in customer information systems.”  See id. at 

Supplement A, §II. 

31. “Nonpublic personal information,” includes PII (such as the vast PII 

compromised during the Data Breach) under the GLBA.  Likewise, “sensitive 

customer information” includes the same PII under the Interagency Guidelines 

Establishing Information Security Standards. 

32. At all relevant times, Equifax designed and implemented its policies 

and procedures regarding the security of protected financial information and PII.  

Equifax’s policies and procedures failed to meet reasonable and best industry 

practices in safeguarding this information. 

33. Equifax failed to “develop, implement, and maintain a comprehensive 

information security program” with “administrative, technical, and physical 

safeguards” that were “appropriate to [its] size and complexity, the nature and scope 

of [its] activities, and the sensitivity of any customer information at issue.”  This 

includes, but is not limited to:  (1) Equifax’s failure to implement and maintain 

adequate data security practices to safeguard Plaintiffs’ and Class members’ PII; (2) 

Equifax’s failure to detect the Data Breach in a timely manner; and (3) Equifax’s 

failure to disclose that its data security practices were inadequate. 
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34. Equifax also failed to “develop and implement a risk-based response 

program to address incidents of unauthorized access to customer information in 

customer information systems[.]”  This includes, but is not limited to, Equifax’s 

failure to notify the affected individuals themselves of the Data Breach in a timely 

and adequate manner. 

35. Plaintiffs and Class members relied on Equifax to keep their sensitive 

information safeguarded and otherwise confidential. 

36. With access to an individual’s sensitive PII, criminals can conduct 

many reprehensible actions.  Besides draining a victim’s bank account, hackers can: 

(1) obtain a driver’s license or other official identification in the victim’s name but 

with the hacker’s picture; (2) obtain government benefits; and/or (3) file a fraudulent 

tax return. 

37. Consumers place a high value on their PII.  Recognizing this, many 

companies now offer consumers an opportunity to sell their information to 

advertisers and other third parties.  Any company that transacts with consumers and 

then compromises the consumers’ PII has thus deprived that consumer of the full 

monetary value of the consumer’s transaction with the company. 

38. An individual whose PII has been compromised may not experience 

identity theft for years.  For example, in 2012, hackers gained access to LinkedIn’s 
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users’ passwords.  It was not until May 2016—four years later—however, that 

hackers released the stolen data.4 

V. CLASS ACTION ALLEGATIONS 

39. Plaintiffs bring this class action pursuant to Federal Rule of Civil 

Procedure 23 on behalf of the National Class defined as follows: 

All persons domiciled in the United States between May 1, 
2017 and July 29, 2017 and whose personal information was 
unlawfully obtained in the breach of Equifax’s data systems as 
announced on or about September 7, 2017. 
 

40. Plaintiff John Eastman also brings this class action pursuant to Federal 

Rule of Civil Procedure 23 on behalf of the New York Subclass defined as follows: 

All persons domiciled in the State of New York between May 
1, 2017 and July 29, 2017 and whose personal information was 
unlawfully obtained in the breach of Equifax’s data systems as 
announced on or about September 7, 2017. 
 

41. Plaintiff Paul Waszkelewicz also brings this class action pursuant to 

Federal Rule of Civil Procedure 23 on behalf of the Connecticut Subclass defined 

as follows: 

All persons domiciled in the State of Connecticut between May 
1, 2017 and July 29, 2017 and whose personal information was 
unlawfully obtained in the breach of Equifax’s data systems as 
announced on or about September 7, 2017. 
 

                                                           
4  https://blog.linkedin.com/2016/05/18/protecting-our-members., last visited on 
September 12, 2017. 
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42. Excluded from the Class are Defendant, its past or current officers, 

directors, affiliates, legal representatives, predecessors, successors, assigns and any 

entity in which any of them have a controlling interest, as well as all judicial 

officers assigned to this case as defined in 28 USC § 455(b) and their immediate 

families. 

43. Numerosity:  Defendant estimates that the Data Breach may impact 

more than 143 million people.  The Class Members are so numerous and dispersed 

nationwide that joinder of all members is impractical. 

44. Commonality:  common questions of law and fact exist as to all 

members of the Class (and Subclasses) and predominate over any questions 

affecting solely individual members of the Class or Subclass.   

45. Typicality:  Plaintiffs’ claims are typical of the claims of all other 

Class Members.  Both Plaintiffs visited the Equifax website to confirm whether 

their PII was impacted by the Data Breach. 

46. Adequacy:  Plaintiffs will fairly and adequately protect the interests of 

all members of the Class and Subclasses in the prosecution of this action.  

Plaintiffs are similarly situated with, and have similar injuries to, the members of 

the Class and Subclasses they seek to represent.  Both Plaintiffs are adults and have 
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retained counsel experienced in complex class action matters generally and in the 

emerging field of digital privacy litigation specifically. 

47. Superiority:  A class action is superior to all other available methods 

for the fair and efficient adjudication of this case, because joinder of all members is 

impractical if not impossible.  Furthermore, the cost of litigating each claim 

individually might exceed actual and/or statutory damages available to each class 

member thus making it impossible for each class member to litigate his or her 

claims individually.  There will be no difficulty in managing this action as a class 

action. 

VI. ALLEGATIONS SUPPORTING INJUNCTIVE RELIEF 

48. Plaintiffs have been injured by Defendant’s willful and/or negligent 

violation of federal and State laws. 

49. Defendant continues to possess Plaintiffs’ sensitive PII and continues 

to provide inadequate data security to protect the PII. 

50. Plaintiffs will suffer further harm if additional PII is unlawfully 

accessed in the future.  

51. Plaintiffs will be irreparably harmed if an injunction does not issue 

enjoining the Defendant from continuing to evade its duty to protect the PII. 

52. Plaintiffs have no plain, speedy or adequate remedy at law. 
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VII. COUNTS 

COUNT I 
Violation of New York’ Consumer Protection Statute 

(General Business Law § 349) 
On Behalf of New York Subclass 

 
53. Plaintiff John Eastman incorporates the above allegations by reference 

as if set forth fully herein. 

54. New York General Business Law § 349(a) prohibits “[d]eceptive acts 

or practices in the conduct of any business, trade or commerce or in the furnishing 

of any service in this state . . . .” 

55. Defendant engaged in material, deceptive, consumer-oriented acts in 

the conduct of its business in this state that injured Plaintiff and the New York 

Subclass. 

56. As a direct and proximate result of Defendant’s violation of § 349, 

Plaintiff and the Subclass have suffered actual damages in an amount to be 

determined at trial. 

57. Defendant willfully and/or knowingly violated § 349(a). 

58. Section 349(h) provides a private right of action to enforce § 349(a) to 

recover each Plaintiff’s actual damages or $50 statutory damages per Class 

Member, whichever is greater. 
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59. Section 349(h) authorizes the Court to increase the amount not to 

exceed three times actual damages up to $1,000 per Class Member if the Court 

finds that Defendant willfully or knowingly violated this section. 

60. Section 349(h) also authorizes the Court to award attorney’s fees to a 

prevailing Plaintiff in addition to damages. 

COUNT II 
Willful Violation of the Fair Credit Reporting Act 

On Behalf of National Class 
 

61. Plaintiffs incorporate the above allegations by reference as if set forth 

fully herein. 

62. The Fair Credit Reporting Act requires “consumer reporting agencies” 

to adopt reasonable procedures for meeting the needs of commerce for consumer 

credit, personnel, insurance and other information, including appropriate measures 

to protect the confidentiality of such information.  15 U.S.C. § 1681 et seq. 

63. Under FCRA, a “consumer report” means any communication of 

information by a “consumer reporting agency” bearing on a customer’s credit 

worthiness, credit standing, credit capacity, character, general reputation, personal 

characteristics, or mode of living which is used or collected as a factor in 

establishing eligibility for credit or insurance. 15 U.S.C. § 1681b. 
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64. Further, a “consumer reporting agency” means any person which 

regularly engages in whole or in part the practice of assembling or evaluating 

consumer credit information or other information on consumers for the purpose of 

furnishing consumer reports to third parties. 

65. Plaintiffs and Class Members are “consumers” or “persons” under 

FCRA, 15 U.S.C. § 1681a. 

66. Defendant is a “consumer reporting agency” under FCRA because it 

regularly engages in providing credit or other information on consumers for the 

purpose of determining whether to extend credit. 

67. Defendant maintains “consumer reports” within the meaning of 

FCRA. 

68. As a “consumer reporting agency,” Defendant is required to “maintain 

reasonable procedures” to limit the use of consumer reports, including reasonable 

and effective procedures to limit unauthorized access to Defendant’s databases. 15 

U.S.C. § 1681e. 

69. Defendant willfully breached its requirement under FCRA to 

sufficiently protect its databases. 

70. Under FCRA, Plaintiffs and Class Members are entitled to statutory 

damages of $100 per person for violations of this duty, or actual damages if greater 
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(to a maximum of $1,000 per person), plus costs and attorney’s fees.  15 U.S.C. § 

1681n. 

COUNT III 
Negligent Violation of the Fair Credit Reporting Act 

(Pled in the Alternative to Count II) 
On Behalf of National Class 

 
71. Plaintiffs incorporate the above allegations by reference as if set forth 

fully herein. 

72. The Fair Credit Reporting Act requires “consumer reporting agencies” 

to adopt reasonable procedures for meeting the needs of commerce for consumer 

credit, personnel, insurance and other information, including appropriate measures 

to protect the confidentiality of such information. 

73. Under FCRA, a “consumer report” means any communication of 

information by a “consumer reporting agency” bearing on a customer’s credit 

worthiness, credit standing, credit capacity, character, general reputation, personal 

characteristics, or mode of living which is used or collected as a factor in 

establishing eligibility for credit or insurance. 

74. Further, a “consumer reporting agency” means any person which 

regularly engages in whole or in part the practice of assembling or evaluating 

consumer credit information or other information on consumers for the purpose of 

furnishing consumer reports to third parties. 
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75. Plaintiffs and Class Members are “consumers” or “persons” under 

FCRA. 

76. Defendant is a “consumer reporting agency” under FCRA because it 

regularly engages in providing credit or other information on consumers for the 

purpose of determining whether to extend credit. 

77. Defendant maintains “consumer reports” within the meaning of 

FCRA. 

78. As a “consumer reporting agency,” Defendant is required to “maintain 

reasonable procedures” to limit the use of consumer reports, including reasonable 

and effective procedures to limit unauthorized access to Defendant’s databases. 

79. Defendant was negligent in failing to maintain reasonable procedures 

to protect its databases. 

80. Defendant’s conduct violated FCRA and Plaintiffs and Class 

Members have been damaged by Defendant’s conduct in an amount to be 

determined at trial. 

81. Under FCRA, Plaintiffs and Class Members are statutorily entitled to 

recover actual damages plus costs and attorney’s fees.  15 U.S.C. § 1681o. 
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COUNT IV 
Unjust Enrichment Under New York, Connecticut and Georgia Law 

 
82. Plaintiffs incorporate the above allegations by reference as if set forth 

fully herein. 

83. Defendant has a fiduciary duty to protect the confidential and 

sensitive PII of consumers stored in its databases. 

84. Defendant was obligated to expend resources to comply with its duty 

and protect against unlawful access to the Plaintiffs’ PII. 

85. There is a direct and fiduciary relationship between the Defendant and 

Plaintiffs, and federal and State laws require Defendant to employ reasonably 

robust measures to protect the PII. 

86. Defendant was improperly enriched by its actions. 

87. Defendant’s enrichment came at Plaintiffs’ expense. 

88. New York, Georgia and Connecticut each recognize a separate 

common law cause of action for unjust enrichment. 

89. It is against equity and good conscience to permit Defendant to retain 

the profits realized by the improper failure to expend resources to properly protect 

the PII. 
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COUNT V 
Negligence 

 
90. Plaintiffs incorporate the above allegations by reference as if set forth 

fully herein. 

91. Defendant owed to Plaintiffs and the Class the duty to exercise due 

care in the protection of Plaintiffs’ PII in its possession. 

92. Defendant also owed Plaintiffs and the Class the duty to provide 

reasonably prompt notice of any material breaches of its databases and the full 

extent of any danger posed by the breach. 

93. Defendant knew or should have known that it was providing 

inadequate data protection commensurate with the sensitivity of the PII it stored 

and aggregated. 

94. Defendant breached its duty of due care. 

95. But for the Defendant’s breach of its duty, the Plaintiffs’ PII would 

not have been unlawfully obtained. 

96. Defendant’s breach actually and proximately caused injury to 

Plaintiffs and the Class. 
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COUNT VI 
Declaratory Relief 

(28 USC § 2201) 
 

97. Plaintiffs incorporate the above allegations by reference as if set forth 

fully herein. 

98. An actual and substantial controversy exists between Plaintiffs and 

Defendant over the Defendants’ duty to comply with statutory, common law and 

equitable duties to protect the Plaintiffs’ PII from unauthorized access. 

99. This case is justiciable because the Defendant is currently in violation 

of federal and state law with respect to Plaintiffs and the Class. 

100. Plaintiffs’ requested relief does not fall into any exception listed in 28 

USC § 2201(a). 

101. Declaratory relief will clarify the rights and obligations of the parties 

and any putative class members and is therefore appropriate to resolve this 

controversy. 

VIII. PRAYER FOR RELIEF 

 WHEREFORE, Plaintiffs respectfully request that this Court: 

A. Certify this action as a Class Action pursuant to Rule 23 of the Federal Rules 

of Civil Procedure and appoints Plaintiffs as class representatives and their 

counsel as Class Counsel; 
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B. Award compensatory damages, including statutory damages, to Plaintiffs 

and the Class for all damages sustained as a result of Defendant’s 

wrongdoing, in an amount to be proven at trial, including interest thereon; 

C. Award restitution to Plaintiffs and the Class against Defendant; 

D. Award punitive damages in an amount that will deter Defendant and others 

from like conduct; 

E. Permanently restrain Defendant and its officers, agents, employees and 

attorneys from violating the statutes referred to herein; 

F. Award Plaintiffs the reasonable costs and expenses incurred in this action, 

including counsel fees and expert fees; and 

G. Grant Plaintiffs such further relief as the Court deems appropriate. 

IX. JURY DEMAND 

 Plaintiffs demand a trial by jury of all issues triable. 

Dated:   September 13, 2017 
       Respectfully submitted, 
 

CONLEY GRIGGS PARTIN LLP 

       s/   Ranse M. Partin   
RANSE M. PARTIN 
Georgia Bar No. 556260 
 
4200 Northside Parkway 
Building One, Suite 300 
Atlanta, Georgia  30327 
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(404) 467-1155 
ranse@conleyriggs.com 
 
TO BE ADMITTED PRO HAC VICE: 
 
KAPLAN FOX & KILSHEIMER 
LLP 
ROBERT N. KAPLAN 
DAVID A. STRAITE 
JOEL B. STRAUSS 
850 Third Avenue 
New York, New York  10022 
dstraite@kaplanfox.com 
Tel.: 212.687.1980 
Fax:  212.687.7714 
 
           -and- 
 
KAPLAN FOX & KILSHEIMER 
LLP 
LAURENCE D. KING 
MATTHEW GEORGE 
MARIO M. CHOI 
350 Sansome Street, Suite 400 
San Francisco, California 94104 
Tel: 415.772.4700 
Fax: 415.772.4707 

 
       ATTORNEYS FOR PLAINTIFFS 
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       1  U.S. GOVERNMENT                 3  FEDERAL QUESTION                                1               1     CITIZEN OF THIS STATE                     4                 4       INCORPORATED OR PRINCIPAL 
              PLAINTIFF                       (U.S. GOVERNMENT NOT A PARTY)                                                            PLACE OF BUSINESS IN THIS STATE

       2  U.S. GOVERNMENT                 4  DIVERSITY                                        2                2     CITIZEN OF ANOTHER STATE          5                 5       INCORPORATED AND PRINCIPAL
              DEFENDANT                               (INDICATE CITIZENSHIP OF PARTIES                                                                                                                                          PLACE OF BUSINESS IN ANOTHER              
                                                                      IN ITEM III)                                          STATE 

                3               3    CITIZEN OR SUBJECT OF A                                                                                                                            
                                                                                                                                                                                       FOREIGN COUNTRY                              6                 6       FOREIGN NATION

IV. ORIGIN  (PLACE AN “X “IN ONE BOX ONLY)

                          TRANSFERRED FROM                                      APPEAL TO DISTRICT JUDGE
       1 ORIGINAL               2  REMOVED FROM           3 REMANDED FROM           4 REINSTATED OR            5 ANOTHER DISTRICT              6 MULTIDISTRICT              7 FROM MAGISTRATE JUDGE
          PROCEEDING            STATE COURT                   APPELLATE COURT            REOPENED                           (Specify District)      LITIGATION    JUDGMENT

  V. CAUSE OF ACTION (CITE THE U.S. CIVIL STATUTE UNDER WHICH YOU ARE FILING AND WRITE A BRIEF STATEMENT OF CAUSE -  DO NOT CITE                             
                                                                                      JURISDICTIONAL STATUTES UNLESS DIVERSITY)

(IF COMPLEX, CHECK REASON BELOW)

          1.  Unusually large number of parties. 6.  Problems locating or preserving evidence

          2.  Unusually large number of claims or defenses.               7.  Pending parallel investigations or actions by government.

          3.  Factual issues are exceptionally complex             8.  Multiple use of experts.

          4.  Greater than normal volume of evidence.                      9.   Need for discovery outside United States boundaries.

          5.  Extended discovery period is needed.                            10.  Existence of highly technical issues and proof.

CONTINUED ON REVERSE
FOR OFFICE USE ONLY 
                                                                                                                                                                                                            
RECEIPT #                                        AMOUNT  $                                                  APPLYING IFP                                     MAG. JUDGE (IFP)                                        

JUDGE                                            MAG. JUDGE                                                  NATURE OF SUIT                                 CAUSE OF ACTION                                                                               
                                                                                           (Referral)

John Eastman and Paul Waszkelewicz, individually, and on 
behalf of other similarly situated persons

Dutchess County, New York

Equifax, Inc.

Ranse M. Partin 
Conley Griggs Partin LLP 
4200 Northside Parkway, NW 
Building One, Suite 300 
Atlanta, GA 30327 
(404) 467-1155 
ranse@conleygriggs.com 

✔ ✔

✔

✔

28 U.S.C. 1331 - diversity of citizenship.   
28 U.S.C. 1332(d) - Class Action Fairness Act 
This is a consumer data privacy class action seeking money damages and injunctive relief. 
 
 
 

✔

✔

✔

✔

✔

✔

✔

Case 1:17-cv-03512-TWT   Document 1-1   Filed 09/13/17   Page 1 of 2



VI. NATURE OF SUIT (PLACE AN “X” IN ONE BOX ONLY)

CONTRACT - "0" MONTHS DISCOVERY TRACK’
150 RECOVERY OF OVERPAYMENT &  
        ENFORCEMENT OF JUDGMENT

 152 RECOVERY OF DEFAULTED STUDENT           
  LOANS (Excl. Veterans)

 153 RECOVERY OF OVERPAYMENT OF                 
      VETERAN'S BENEFITS

CONTRACT - "4" MONTHS DISCOVERY TRACK
 110 INSURANCE
 120 MARINE
 130 MILLER ACT
 140 NEGOTIABLE INSTRUMENT
     151 MEDICARE ACT
     160 STOCKHOLDERS' SUITS
     190 OTHER CONTRACT
     195 CONTRACT PRODUCT LIABILITY
     196 FRANCHISE

REAL PROPERTY - "4" MONTHS DISCOVERY
TRACK
     210 LAND CONDEMNATION
     220 FORECLOSURE
     230 RENT LEASE & EJECTMENT
     240 TORTS TO LAND
     245 TORT PRODUCT LIABILITY
     290 ALL OTHER REAL PROPERTY

TORTS - PERSONAL INJURY - "4" MONTHS
DISCOVERY TRACK
     310 AIRPLANE
     315 AIRPLANE PRODUCT LIABILITY
     320 ASSAULT, LIBEL & SLANDER
     330 FEDERAL EMPLOYERS' LIABILITY
     340 MARINE
     345 MARINE PRODUCT LIABILITY
     350 MOTOR VEHICLE
     355 MOTOR VEHICLE PRODUCT LIABILITY
     360 OTHER PERSONAL INJURY

362 PERSONAL INJURY - MEDICAL                 
       MALPRACTICE

     365 PERSONAL INJURY - PRODUCT LIABILITY   
368 ASBESTOS PERSONAL INJURY PRODUCT      
       LIABILITY

TORTS - PERSONAL PROPERTY - "4" MONTHS
DISCOVERY TRACK

370 OTHER FRAUD
371 TRUTH IN LENDING
380 OTHER PERSONAL PROPERTY DAMAGE       
385 PROPERTY DAMAGE PRODUCT LIABILITY   
   

BANKRUPTCY - "0" MONTHS DISCOVERY
TRACK
     422 APPEAL 28 USC 158
     423 WITHDRAWAL 28 USC 157

CIVIL RIGHTS - "4" MONTHS DISCOVERY TRACK
     441 VOTING
     442 EMPLOYMENT
     443 HOUSING/ ACCOMMODATIONS
     444 WELFARE
     440 OTHER CIVIL RIGHTS
     445 AMERICANS with DISABILITIES -  Employment
     446 AMERICANS with DISABILITIES -  Other

IMMIGRATION - "0" MONTHS DISCOVERY TRACK
462 NATURALIZATION APPLICATION
463 HABEAS CORPUS- Alien Detainee
465 OTHER IMMIGRATION ACTIONS

PRISONER PETITIONS - "0" MONTHS DISCOVERY
TRACK

510 MOTIONS TO VACATE SENTENCE
530 HABEAS CORPUS
535 HABEAS CORPUS DEATH PENALTY
540 MANDAMUS & OTHER
550 CIVIL RIGHTS - Filed Pro se
555 PRISON CONDITION(S) - Filed Pro se

PRISONER PETITIONS - "4" MONTHS DISCOVERY
TRACK

550 CIVIL RIGHTS - Filed by Counsel
555 PRISON CONDITION(S) - Filed by Counsel

FORFEITURE/PENALTY - "4" MONTHS DISCOVERY
TRACK

610 AGRICULTURE
620 FOOD & DRUG
625 DRUG RELATED SEIZURE OF PROPERTY            
        21 USC 881
630 LIQUOR LAWS
640 R.R. & TRUCK
650 AIRLINE REGS.
660 OCCUPATIONAL SAFETY / HEALTH
690 OTHER

LABOR - "4" MONTHS DISCOVERY TRACK
710 FAIR LABOR STANDARDS ACT
720 LABOR/MGMT. RELATIONS
730 LABOR/MGMT. REPORTING & DISCLOSURE      
    ACT
740 RAILWAY LABOR ACT
790 OTHER LABOR LITIGATION
791 EMPL. RET. INC. SECURITY ACT

PROPERTY RIGHTS - "4" MONTHS DISCOVERY
TRACK

820 COPYRIGHTS
840 TRADEMARK

PROPERTY RIGHTS - "8" MONTHS DISCOVERY
TRACK

830 PATENT

SOCIAL SECURITY - "0" MONTHS DISCOVERY
TRACK

861 HIA (1395ff)
862 BLACK LUNG (923)
863 DIWC (405(g))
863 DIWW (405(g))
864 SSID TITLE XVI
865 RSI (405(g))

FEDERAL TAX SUITS - "4" MONTHS DISCOVERY
TRACK

870 TAXES (U.S. Plaintiff or Defendant)
871 IRS - THIRD PARTY 26 USC 7609

OTHER STATUTES - "4" MONTHS DISCOVERY
TRACK

400 STATE REAPPORTIONMENT
430 BANKS AND BANKING
450 COMMERCE/ICC RATES/ETC.
460 DEPORTATION
470 RACKETEER INFLUENCED AND CORRUPT      

  ORGANIZATIONS
480 CONSUMER CREDIT
490 CABLE/SATELLITE TV
810 SELECTIVE SERVICE
875 CUSTOMER CHALLENGE 12 USC 3410
891 AGRICULTURAL ACTS
892 ECONOMIC STABILIZATION ACT
893 ENVIRONMENTAL MATTERS
894 ENERGY ALLOCATION ACT
895 FREEDOM OF INFORMATION ACT
900 APPEAL OF FEE DETERMINATION UNDER       

  EQUAL ACCESS TO JUSTICE
950 CONSTITUTIONALITY OF STATE STATUTES
890 OTHER STATUTORY ACTIONS

OTHER STATUTES - "8" MONTHS DISCOVERY
TRACK

410 ANTITRUST
850 SECURITIES / COMMODITIES / EXCHANGE
                                                                  

OTHER STATUTES - “0" MONTHS DISCOVERY
TRACK
               ARBITRATION (Confirm / Vacate / Order / Modify)

        (Note: Mark underlying Nature of Suit as well)

* PLEASE NOTE DISCOVERY             
   TRACK FOR EACH CASE TYPE.     
   SEE LOCAL RULE 26.3

VII. REQUESTED IN COMPLAINT:
                                                                                                                                                                                                                    CHECK IF CLASS ACTION UNDER F.R.Civ.P. 23 DEMAND $_____________________________
                                                                                                                                                                                                            JURY DEMAND        YES       NO  (CHECK YES ONLY IF DEMANDED IN COMPLAINT)
                                                                                                                                                                                                     
VIII. RELATED/REFILED CASE(S) IF ANY
                                                                                                                                                                 JUDGE_______________________________ DOCKET NO._______________________
                                                                                                                                                                                                            
CIVIL CASES ARE DEEMED RELATED IF THE PENDING CASE INVOLVES:  (CHECK APPROPRIATE BOX)

1. PROPERTY INCLUDED IN AN EARLIER NUMBERED PENDING SUIT.
2.  SAME ISSUE OF FACT OR ARISES OUT OF THE SAME EVENT OR TRANSACTION INCLUDED IN AN EARLIER NUMBERED PENDING SUIT.
3. VALIDITY OR INFRINGEMENT OF THE SAME PATENT, COPYRIGHT OR TRADEMARK INCLUDED IN AN EARLIER NUMBERED PENDING SUIT.
4. APPEALS ARISING OUT OF THE SAME BANKRUPTCY CASE AND ANY CASE RELATED THERETO WHICH HAVE BEEN DECIDED BY THE SAME          

BANKRUPTCY JUDGE.
5. REPETITIVE CASES FILED BY PRO SE LITIGANTS.
6. COMPANION OR RELATED CASE TO CASE(S) BEING SIMULTANEOUSLY FILED (INCLUDE ABBREVIATED STYLE OF OTHER CASE(S)):

7. EITHER SAME OR ALL OF THE PARTIES AND ISSUES IN THIS CASE WERE PREVIOUSLY INVOLVED IN CASE NO.                                   , WHICH WAS
DISMISSED.  This case           IS      IS NOT (check one box) SUBSTANTIALLY THE SAME CASE.                      

                                                                                                                                                                                              

SIGNATURE OF ATTORNEY OF RECORD                                      DATE

✔

✔

✔

✔

9/13/2017s/  Ranse M. Partin (Georgia Bar No. 556260)
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