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January 23, 2026

VIA EMAIL

Office of the New Hampshire Attorney General
Consumer Protection and Antitrust Bureau
DOJ-CPB@doj.nh.gov

Re: Data Incident Notification®

Dear Attorney General:

We are writing to notify your office that our client, Arthur Ashe Institute for Urban
Health Inc. (“the Organization”), was the subject of a cyberattack (“the Incident”). The
Organization immediately commenced an investigation of the Incident, with assistance from third
party experts, for the purpose of determining its scope, the impact on its information systems, and
the identities of those the Incident may have affected.

Through its extensive investigation, the Organization identified a set of files that
may have been subject to unauthorized access or acquisition. It then undertook the time- and
resource-intensive steps of data mining and manually reviewing the contents of those files to
determine whether they contained personally identifiable information (“PII””) and to identify the
data subjects to whom that Pl related.

On or about September 22, 2025, the Organization determined that, during the
period from April 4, 2025 to May 18, 2025, the threat actor(s) may have accessed Pl stored on the
Organization’s systems, including information related to 1 resident of New Hampshire. The
categories of impacted information included names, Social Security numbers, driver’s licenses,
financial account information, medical information and/or health insurance information. The
Organization found no evidence that this information was misused.

Out of an abundance of caution, and in accordance with applicable law, the
Organization will provide notice to the affected New Hampshire residents, in the form enclosed as
Exhibit A, so that they can take steps to minimize the risk that their information will be misused.
Additionally, the Organization has arranged for them to enroll in free credit monitoring and related
services for 12 months.

The Organization treats all sensitive information in a confidential manner and is
proactive in the careful handling of such information. Since the Incident, the Organization has
taken a number of steps to further secure its systems. Specifically, it has updated passwords,
implemented multi-factor authentication protocol and is reviewing its data security policies and
procedures and making improvements, as needed, to minimize the risk of future incidents.

! Please note that the Organization is not, by providing this letter, agreeing to the jurisdiction of the State of
New Hampshire, nor waiving its right to challenge jurisdiction in any subsequent action.



If you require any additional information on this matter, please contact me.

Sincerely,
JACKSON LEWIS P.C.

[s/ Julia Bover
Julia Bover, Esqg.

Encl.



